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Lab 1 – Network Wiring and Device Connection


PART A – Straight-Through and Crossover Cable Construction
1. Cables Validated


2. Connect two computers using a straight-through cable and then with a crossover cable. Observation for both cables and explanation:

When connecting two computers with a straight-through cable:
- No lights on either computer.
- Unable to successfully ping either computer from the other.

When connecting two computers with a crossover cable:
- Green link lights on both NICs come on when the crossover cable is plugged in.
- Both computers can ping each other with no packet loss. 

Explanation

When connecting two computers to each other you need to use a crossover cable because you need to have both computers to have the ability to send and receive packets from each other. A standard straight-through cable will not work because one end of the cable will be sending and the other will be receiving. So, the one that is receiving cannot talk back on the same cable. This is why you need to crossover cable. You can, with the crossover cable, have the two computers talk to each other because each end of the cable has a sending end and a receiving end. This allows the computers to talk to each other.

3. Two straight-through cables to connect two computers to a hub. Does this configuration allow data to be sent between computers? Observations and brief explanation:

Yes, this configuration allows data to be sent between computers. 

Observations:
- Green link lights on both NICs come on when the straight-through cable is plugged in to the hub.
- Both computers can ping each other but the round-trip time is slower by 0.2ms


Explanation:
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Two-straight through cables allow data to be sent between computers because they send transfer data through a hub. Crossover cables’ specific wiring allow both the reception and sending of signal allowing two computers to communicate without the presence of a hub. Straight through cables use the hub to handle the dual responsibility to send and receive a single.


4. Use crossover cable to add a third computer to the hub. Can you find a combination of cables and ports that works? Record your observations and write a brief explanation:

Observations:
- No green lights on the NIC (of the 3rd computer) and the hub.
- The computer with attached to the hub by a crossover cannot successfully ping or see the other two computers attached on the hub by straight-through cables. Nor can the first two computers (attached by straight-through cables) see the 3rd computer.

PART B - 10/100Mbit Transmission Speed Calculation


Draw a diagram of this small network configuration:
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General  formula for estimating transmission speed on this network:


[image: image3.wmf])

(sec

)

(

onds

sfer

TimeToTran

bits

SizeofData

onSpeed

Transmissi

=


The 10/100Mbits hub transfers up to
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, converted to bits per second =
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, so we can assume that between the two computers connected to the 10/100Mbits computer, the network speed will be 
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. The 10Mbits Hub transfers at a max speed of
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. So between this computer and the other computers the maximum speed will be
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Table that indicates the estimated transmission speed between each of the computers on this small network:


	
	Estimated Transmission Speed
(after converting from10 KB per ms)


	Computer A and Computer B
	40960000 bits per second

	Computer B and Computer C
	4762791 bits per second

	Computer A and Computer C
	4762791 bits per second


PART  C – Hub versus Switch Behavior

1. Pinging on three computers on a 10Mbit hub.
We tested pinging from all three computers to each other using two computers at a time. What we found out was that the hub sent the ping only to the destination computer only with direct ping.  The lights on the hub on the ports of the computer that were the sender and receiver were only blinking, the third light was stable.
When we tried pinging to the broadcast address, the hub sent the pings to all of the computers on its ports. We know this because all of the lights on the hub were blinking and this is what we expected would happen, since a ping to the broadcast address suppose to reach all computers on the network.
2. Pinging on three computers on a 10/100Mbit hub.
The same thing happened with this hub for both directed and broadcast pings as the above test on the 10Mbit hub.  The only difference was that the replies were faster.
3. Pinging on three computers on a switch.
Surprisingly, the same thing happened while we experimented with a switch.
PART  D – Switch Inner Workings

3. What we observed when we started the ping and then removed computers around the switch was that the switch was “smart” enough to realize that there was a change in the port of the computers and the traffic was redirected to the new port. When we took the cables out the connection appeared to stop but when we put the cable back in there was a spike in traffic then it leveled off back to normal levels. The MAC address table was maintained by the switch always checking to see what addresses was plugged into each port. When a computer was plugged into a different port on the switch the MAC table was updated to reflect this change and therefore was able to move the packets being sent to the moved MAC address at its new port location. This was interesting because the table was constantly being updated on the changes when we were switching the ports around on the switch.

4. The reason why there is network traffic is so that the switch always knows what is connected to where on the switch. It is important that this occurs since you want the fasting routing possible and to do this you need to keep an updated list of what devices are connected where on the switch. So, to do this a small amount of information is sent out to check on what is plugged in where on the switch.

� Image obtained from: � HYPERLINK "http://www.microsoft.com/hardware/broadbandnetworking/10_concept_cabling.mspx" ��http://www.microsoft.com/hardware/broadbandnetworking/10_concept_cabling.mspx� on �20 January 2004.


� 1 KB = 8192 bits, 1 second = 1000 ms
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